
Achieving Data Truthfulness and Privacy Preservation in 
Data Markets
Alternative Title: Secure and safe raw data processing with pseudo identity

Aim:

The main aim of this project to provide effective survey that guarantees data truthfulness and privacy preservation.
Introduction:

In the era of big data, society has developed an insatiable appetite for sharing personal data. Realizing the potential of personal data’s economic value in decision making and user experience enhancement, several open information platforms have emerged to enable person-specific data to be exchanged on the Internet. For example social enterprise API platform, collects social media data from users, mines deep insights into customized audiences, and provides data analysis solutions to more than 95% of the Fortune .
Existing System

In the existing system some service data providers don’t do survey the user’s data properly, some providers will change the data for their financial greed and some providers will submit the data to consumers without processing it to reach their target.

Proposed System

In this project, we have proposed the first efficient secure scheme TPDM for data markets, which simultaneously guarantees data truthfulness and privacy preservation. In TPDM, the data contributors have to truthfully submit their own data, but cannot impersonate others. Besides, the service provider is enforced to truthfully collect and process data. Furthermore, both the personally identifiable information and the sensitive raw data of data contributors are well protected. In addition, we have instantiated TPDM with two different data services, and extensively evaluated their performances on two real-world datasets.

Modules
· Contributors Product Data & Pseudo identity Creation.
· Database Construction by the collector.
· Service Selection by the Service Provider.
· Results Verification by the Data Consumers.
Contributors Product Data & Pseudo Identity Creation 

While the user undergoes registration process the Registration centre will provide the pseudo identity and provides them to the user. We assume that the registration centre sets up the system parameters at the beginning of data trading. The verification conducted by both the service provider and the data consumer. Between the two-layer batch verifications, we introduce data processing and signatures aggregation done by the service provider. At last, we present outcome verifications conducted by the data consumer. The data contributors is in need to expose the service that provided by them, in terms of the whole package of the service. The package that consist of the details such as a product that provide by the contributor and the respective cost for the each product in service. And a total cost of the service. The data contributor can be able to produce any number (N numbers) of service and each are declared as separate package.
Database Construction by the collector

The collector surfs with the contributor services and select the needed package of services. And the collector submits the resource request to the respective CSP of service. If the CSP acknowledge the collector request of resource, Now the collector is ready to access the resource details and to provide the respective resource to requesting service provider. Collector serves a intermediate between the broker and the CSP.

Service Selection by the Service Provider

The service provider can able to select the service that in need from the service provided by the collector from the CSP. If the service provider selects their desired package of service, then the service provider should pay for the respective services. If the service provider is paid with the service the service provider can access the service from collector. And now the service provider is ready to outsource the service that bought from the collector to the user.
Results Verification by the Data Consumers

The consumer search for the service that they need from the various service providers. And if the consumer finds the needed service, they request the service to the service provider and get use with the resource. And verify or cross check the resource that bought from the service provider that whether service provider serves the correct resource in affordable cost. 
Software Requirements
· Windows 7 and Above
· JDK 1.7
· Tomcat 7.0

· MySql 5.0

Hardware Requirements

· Hard Disk
: 
200GB and Above

· RAM

: 
2GB and Above

· Processor
:
i3 and Above
Technology Used

· J2EE (JSP, Servlets)
· JavaScript , HTML ,CSS ,AJAX
· Web Services (JAX -WS)
Architecture                                                                                                        
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